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Sensenbrenner, Massie & Lofgren Introduce 
Secure Data Act 

  
(WASHINGTON) – A group of bipartisan lawmakers introduced H.R. 5800, the Secure 
Data Act of 2014, to protect Americans’ privacy and data security by prohibiting 
surveillance agencies from requiring or compelling surveillance “backdoors” in products 
and services. A similar amendment to the Department of Defense Appropriations Act this 
year passed the House of Representatives by an overwhelming 293-123 vote, but it was 
not included in the Continuing Resolution (CR)/omnibus spending legislation.  
  
U.S. Reps. Jim Sensenbrenner (R- Wis.), Thomas Massie (R- Ky.), and Zoe Lofgren (D-
Calif.), sponsors of the Secure Data Act of 2014, issued the following statement: 
  
“Thus far, Congress has failed to rein in the Administration’s surveillance authorities and 
protect Americans’ civil liberties. Nevertheless, the Massie-Sensenbrenner-Lofgren 
amendment established an important record in the full House of Representatives—an 
overwhelming majority will no longer tolerate the status quo. Unwarranted and backdoor 
surveillance is untenable, and as Congress turns to address a multitude of expiring 
surveillance programs in the 114th Congress, the House will not allow unwarranted 
surveillance without meaningful reform. The Secure Data Act defends Americans’ 
constitutional rights and is an important next step in closing backdoor surveillance and 
rebuilding public trust in our intelligence agencies.” 
   
Original cosponsors of the Secure Data Act of 2014 include Reps. Justin Amash (R-
Mich.), John Conyers, Jr. (D-Mich.), Suzan DelBene (D-Wash.), Rush Holt (D- N.J.), 
Jerrold Nadler (D- N.Y.), Beto O’Rourke (D- Texas), Ted Poe (R- Texas). 
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